
EDUCATION: SAPTA’s goal is to bring investigators 
from the public and private sector and industry experts 
together on a regular basis through monthly call-in 
sessions and training to collaborate, communicate and 
educate in the various areas of payment terminal fraud  
and attacks.

GUIDELINES AND BEST PRACTICES:
SAPTA is dedicated to providing the latest techniques 
for the prevention, detection and investigation of payment 
terminal crimes.

COLLABORATION & COMMUNICATION: 
SAPTA’s working group consists of global members 
committed to combating payment terminal fraud and 
attacks around the world. By working together, SAPTA 
can provide its working group members with the latest 
trends and tactics that criminals are using and  
most importantly methods to help prevent, identify  
and apprehend suspects involved in such activities.

OUR OBJECTIVES 

ABOUT US
The SAPTA WORKING GROUP is comprised 

of public and private sector investigators from 

the International Association of Financial Crimes 

Investigators (IAFCI) that are committed to help 

SAFEGUARD terminals from both physical 

and logical attacks. SAPTA has members in your 

community and ACROSS THE GLOBE to 

assist you in your various investigations involving 

payment terminal crimes. If you are interested in 

joining the SAPTA working group, please send us 

an email at ask-sapta@ncfta.net.Keeping Payment Terminal 
Transactions SAFE and 
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SKIMMING WORKING GROUP MEETING
SKIMMING & PAYMENT TERMINAL ATTACK

NOVEMBER 13–14, 2024 • FORT WORTH, TX
Stockyards Station, Stockman’s Club, 140 E Exchange Ave.

 

7th Annual SAPTA 

SPECIAL SPONSORS SAPTA Working Group is comprised of public & private sector 
investigators from the International Association of 

Financial Crimes Investigators (IAFCI) that are committed to help safeguard 
terminals from both physical & logical attacks. This event brings together 
SAPTA members & other subject matter experts from your community & 
across the globe to discuss new trends, devices, techniques, & case success 
stories involving payment terminal crimes and the criminal organizations 
behind them. 

This event is intended for subject matter experts & investigators who regularly 
work skimming and access device fraud investigations; this is not a Skimming 
101 training. 

COST: $130
Due to rising food and event space rental costs, the SAPTA annual meeting 
is now requesting a nominal fee for attendees. Registration fee is waived for 
sponsors and presenters. 

REGISTRATION
This event is In-Person only; there will be no virtual attendance.  
Register with official work email addresses only, no personal emails.

REGISTER BY FRIDAY NOVEMBER 1.

HOTEL ROOM BLOCK AVAILABLE UNTIL 10/11/2024.
HYATT PLACE, FORT WORTH HISTORIC STOCKYARDS

 

TOPICS INCLUDE
• Public/private sector 

relationships, collaboration, 
& success stories

• Law enforcement case 
studies – Romanian 
organized crime rings

• Gas Pump Skimming  
& Fuel Theft

• EMV Relay Attacks
• MiTM Host Spoofing
• Emerging Trends such as 

eCommerce, Fleet Cards, 
Customer Apps

• Technical Threat Updates & 
Skimmer Forensics Updates

• ATM Jackpotting  
Trend Updates

Not a SAPTA member yet? If interested in joining, email ask-sapta@distro.ncfta.net 
and include your name, title, company/agency, email, phone, city, and state.

https://www.hyatt.com/en-US/
hotel/texas/hyatt-place-fort-
worth-historic-stockyards/
dfwzf?corp_id=g-iafc

CLICK HERE

CLICK HERE

https://www.iafci.org/Public/Training_Events/2024/SAPTA_Skimming_and_Payment_Terminal_Attack_Working_Group_Meeting_Nov._13-14.aspx
https://www.hyatt.com/en-US/hotel/texas/hyatt-place-fort-worth-historic-stockyards/dfwzf?corp_id=g-iafc

